
GMS – Windows Defender SmartScreen (2021) 
This fix is required for Windows 10 PCs that have the Windows Defender SmartScreen service enabled. More about 

SmartScreen can be read at https://en.wikipedia.org/wiki/Microsoft_SmartScreen. This technology now requires that 

executables be verified and signed through a 3rd party certificate authority. 

Is Windows SmartScreen blocking GMS? 
After installing GMS you may see this screen? If so, then SmartScreen is active on your PC. In order to whitelist the GMS 

executable, click on the “More Info” link 

 

Then click on the “Run anyway” button to whitelist GMS. Confirm the application name and publisher information.  GMS 

is published under “Automotive Rentals, Inc.”. 

  

If you do not see the “Run anyway” button; you will need to change the settings of the SmartScreen service. Proceed to 

the next page.  

https://en.wikipedia.org/wiki/Microsoft_SmartScreen


Edit SmartScreen filter settings 
Close all browsers then click on the search button on your taskbar. Locate the “Windows Security” app and execute the 

application. 

 

Click on the “App & browser control” menu item.  The following screen will vary with your version of Windows 10. Most 

enterprise users will see the following selection.  Under “Check apps and files” select the “Warn” option.  If you are 

unable to change this setting yourself please contact your company’s IT resource.  We (ARI) cannot change this setting 

for you. 

 


